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SN "Each BSides is a community-driven framework for building events for and by information
security community members. The goal is to expand the spectrum of conversation beyond the
traditional confines of space and time. It creates opportunities for individuals to both present

PY and participate in an intimate atmosphere that encourages collaboration. It is an intense event
u with discussions, demos, and interaction from participants. It is where conversations for the

next-big-thing are happening." Security Bsides

BSides Budapest presentations should be focused on topics that are of interest to IT
security and technology professionals who are paying attention to current trends and
issues. Presentations dealing with new technologies are always encouraged. Some
examples include (but not limited to):

¢ Information technology e Cryptography

e Network security ¢ Car/Vehicles hacking

¢ Mobile security ¢ Virtualization and cloud computing

e Web Application security Innovative attack / defense strategies

e Vulnerability research and zero days Embedded device security / Internet of things

e Penetration testing and security assessment Hardware hacking

e Forensics Phone phreaking

e Malware analysis and new trends in malicious codes Robotics
The following time slots are available:

e Regular Talks: Regular presentation slots lengths are a fixed duration of 45 minutes.

e Light Talks: Light presentation slots length are a fixed duration of 15 minutes.

e Workshops: The workshops have fixed duration of 120 minutes or more and have a

maximum capacity of 15 attendees.

The CFP deadline for submissions is
[=]

Please send your submissions to

@) http:/ /bsidesbud.com Y @bsidesbud



